
Hello Parents and Guardians, 
  
I’m Rocket and I’m teaming up with LAUSD schools to 

teach your student how to be aware of the dangers online 
and what to do to stay safe. 
  

Our CYBERSECURITY program teaches kids how to protect 
themselves, their identify, and to avoid predators and bullying on all 
their devices by locking and blocking chatrooms.  Review this 
checklist with your child and Stay Safe with Rocket! 
 
CHECKLIST TO KEEP YOUR KIDS SAFE: 

1. Use child-safe sites and apps.  
2. Place Filters on all games and apps to block chat rooms, and 

conversations.  
3. Make certain your child knows they must ask your permission to 

download a game or app, or visit a web site. Some devices have a 
parent control that allows you to enable "Ask For Permission" 
before your child can download an app.  

4. Make sure your child never shares personal information with 
strangers or on web sites (like address, photos, telephone, or 
passwords) 

5. Know your child’s passwords. Some devices have a parent control 
that allows you to enable "Ask For Permission" before your child 
changes their password. 

6. Talk to your child about strangers who want to steal their identity 
or meet them somewhere.  

7. Teach your child how to lock and block strangers from chat rooms, 
and to always let you know if a stranger has contacted them. 

8. You should monitor the people your child interacts with online. 
9. Regularly and frequently review your child's browsing history to 

stay informed about your child’s online activity. 
10. Talk to your child about being a good Digital Citizen, reminding 

them to use respectful and kind communication. 
 
** #2 and #3, please check with your service provider for more information regarding this 
function. 
 

AFTER VIEWING THE CYBERSECURITY VIDEO, HERE ARE REVIEW QUESTIONS TO 
DISCUSS WITH YOUR CHILD (K-2) and (3-5th Grade): 



GRADE K-2nd REVIEW QUESTIONS: 

 

 

 



GRADES 3-5 REVIEW QUESTIONS: 

 

 


